Local Law Assessments and Online Services – Refining the Approach to Beneficial and Privacy-Protective Cross-Border Data Flows
A Case Study from British Columbia

I. Executive Summary

Cross-border data flows are critical for the modern digital ecosystem. Without them, public and private sector bodies and individuals will lack access to a wide range of tools and services that are essential to an efficient and safe digital economy and society, including effective cyber security and fraud prevention tools. They are also a key driver of economic growth. The benefits of the free flow of personal data across borders can be put at risk by laws and policies ostensibly premised on data protection objectives that have the effect of localizing data within the jurisdiction of origin. These laws and policies range from direct data localization requirements to various restrictions on data transfers, such as a requirement for organizations to conduct transfer risk assessments, or local law assessments, prior to a transfer. Such assessments focus heavily on the risk that a foreign government may gain inappropriate access to transferred personal data.

Conducting local law assessments for each of the multitude of countries to which data is transferred on a daily and ongoing basis presents a substantial and, in the long run, unsustainable burden for both private and public sector bodies. When this requirement is coupled with an approach that effectively prohibits such transfers if any risk is found that cannot be completely removed through a range of protective measures, no matter how low the risk is and no matter the benefits of the transfers, a local law assessment requirement will have a substantially negative impact on local digital economies and societies that depend on efficient cross-border data flows.

Recent developments in British Columbia signaled a recognition of the importance of cross-border data flows to an efficient and effective public sector. Specifically, the British Columbian public-sector privacy law, the Freedom of Information and Protection of Privacy Act (“FOIPPA”), was recently amended to remove data localization requirements and significant limits on data transfers. However, soon afterward, guidance from the Office of the Information and Privacy Commissioner (“OIPC”) appeared to nevertheless require public bodies to conduct local law assessments (or transfer risk assessments) when using cloud services that involve processing or storage of personal data outside of Canada.

To avoid the potential pitfalls of such a requirement and to safeguard the legislative goal of the recent FOIPPA amendments to enable public bodies to use modern digital tools that rely on cross-border data flows, we recommend that the local law assessment requirement found in the OIPC’s guidance be clarified to ensure that it can be applied in a risk-based fashion. A risk-based approach to local law assessments avoids any categorical prohibition against transfers (for example, even after appropriate mitigations have been implemented and the benefits substantially outweigh the transfer risk), and also recognizes that local law assessments are not required in all circumstances. Specifically, this paper proposes that (1) a local law assessment should be only one of many potential factors to be considered when transferring personal data outside of a jurisdiction; and (2), a local law assessment should not be required in instances...
where the security and privacy controls applied to the data sufficiently mitigate the potential risks of unauthorized access presented by local law, or the transferred data are historically and demonstrably of little interest to foreign governments. Such an approach would both enable public-sector entities to reap the benefits of innovative cloud-based technologies, while also encouraging them to adopt strong privacy and security practices that will protect personal data wherever it goes.

II. Background

Cross-border data flows foster innovation and growth, support cybersecurity, and enable access to essential services. They are important for delivering public services and empowering individuals to access them, including healthcare and education. Cross-border data flows make access to transformational technologies like AI equally available to individuals and public and private sector organizations who might otherwise be foreclosed from participating in this crucial aspect of the digital economy. They foster collaboration and innovation using public data and data that is shared between organizations and between the public and private sectors, and they are crucial to the coordination of cybersecurity frameworks as well as the international effort to combat fraudulent and criminal activity in a number of sectors. In short, cross-border access to data is critical to enabling our modern digital ecosystem.

Data flows are also essential to economic growth. According to a 2021 Digital Economy Report by the United Nations Conference on Trade and Development, it has been estimated that global Internet traffic in 2022 alone will exceed all the Internet traffic up to 2016. Such traffic is geographically concentrated in two main routes – between North America and Europe and North America and Asia. The World Trade Organization reported that trade in data-enabled services grew from $1.0 trillion in 2005 to $2.4 trillion in 2017. According to the McKinsey Global Institute, “soaring flows of data and information now generate more economic value than the global goods trade” and have a larger impact on raising world GDP than the trade of goods. Countries (and provinces) that participate in that flow show demonstrable economic benefits, while for those who “have been slow to participate, the opportunities for catch-up growth are too substantial to ignore.” Moreover, the International Data Corporation has predicted that 65% of GDP in 2022 will be digital, and Leviathan Security Group found that organizations would pay 30 to 60% more for their computing needs if localization rules are adopted.

Despite the economic and societal benefits of data flows, policy and law-makers and data protection authorities remain concerned with respect to data privacy and security protections for data in the exporting country. Many countries’ data privacy laws contain restrictions on exports of personal data and provisions subjecting personal data flows to strict data transfer legal mechanisms. There is a consensus that privacy and security protections must flow with the data. Most recently, this concern has increased specifically with respect to disproportionate and excessive access to personal data by surveillance and intelligence agencies for national security purposes. In the EU, a 2020 case by the Court of Justice of the European Union, followed by guidance from member state data protection agencies, established a requirement for data exporters to conduct a local law assessment (or transfer risk assessment, “TRA”) prior to transfers to countries that are not subject to an “adequacy” determination by the European Commission (EC). The purpose of the TRA is to ensure that the import jurisdiction does not jeopardize the protection of the chosen (personal) data transfer mechanism, especially in respect of government use of data for national security, surveillance, and intelligence purposes. The data exporter, in cooperation with the data importer, has the responsibility to perform these local law assessments and implement supplementary protective measures to mitigate the risks. According to the guidance of member state data protection agencies, if such supplemental measures do not eliminate such risks, the transfers should not
take place. Other jurisdictions, such as China\textsuperscript{14} and the Dubai International Financial Centre (DIFC),\textsuperscript{15} have implemented, or are considering implementing, similar transfer risk assessment requirements, although a great majority of the countries have not followed the EU Court doctrine in their national laws.

Based on the initial experiences of organizations conducting such local law or transfer risk assessments, the burdens they impose are substantial and unsustainable in the long run. This is a burden particularly for SMEs and public sector organizations, which lack the resources to conduct constant TRAs, but also for any large multinational company, given the increasing numbers of different data flows to many different countries and the fact that more jurisdictions may require some form of TRAs. If this approach is coupled with an expectation that transfers are only permitted upon a finding of no transfer risk after supplemental protective measures have been considered, (as the EDPB has suggested),\textsuperscript{16} it may significantly diminish a broad range of essential and legitimate products and services both by private and public sector organizations. Key measures to counteract the problems of TRAs are a) to provide regulatory guidance and support for organizational TRAs and b) to enable a risk-based approach to data transfers with an assessment of the severity and likelihood of governmental use of data for national security, surveillance, and intelligence purposes in the importing country. Indeed, the UK Information Commissioner has signaled a more risk-based approach to data transfer risk assessments, and the UK government is proposing a more pragmatic approach to data flows as part of its UK data reform proposal of 2021.\textsuperscript{17}

There is an undisputed large potential for societal benefits to be gained from international data flows. It is therefore imperative to engage in a thoughtful balancing of risks and benefits to avoid effectively localizing data or decreasing cross-border data flows and foreclosing many of the benefits.

This paper examines a “case study” of recent developments in British Columbia that appear to require a local law assessment (similar to a TRA) when using non-Canadian cloud services. In particular, this paper puts forward two policy-based propositions:

1. A local law assessment should be only one of many potential factors to be considered when transferring personal data outside of a jurisdiction; and

2. A local law assessment should not be required in instances where the security and privacy controls applied to the data (e.g., encryption in transit) sufficiently mitigate the potential risks of unauthorized access presented by local law, or the transferred data are historically and demonstrably of little interest to foreign governments.

Without these considerations embedded in any local law assessment rule, there is a significant risk of creating de facto data localization requirements and a reticence in engaging in activities that depend on global data flows. Data protection laws should aim to encourage good, privacy-protective behavior from companies while harnessing the benefits of data. It is possible to keep individuals’ data appropriately safe and private while enabling beneficial data flows. This paper will propose an approach that could achieve both objectives.

III. Introduction to British Columbia Case Study

Until late 2021, public bodies in British Columbia and their service providers were required to comply with one of the most restrictive data residency laws in the world. The law required that “personal information in its custody or under its control is stored only in Canada and accessed only in Canada,” unless limited exceptions applied.\textsuperscript{18} The province of British Columbia passed this law in response to concerns about the
governmental use of data under the USA PATRIOT Act, and it explicitly applied to service providers and their employees as well. It also required a public body or its service provider to notify “the minister responsible for this Act” if it receives “a foreign demand” for personal information, if it receives a request for disclosure that “it has reason to suspect” is for disclosure outside of Canada, or if it “has reason to suspect that unauthorized disclosure of personal information has occurred in response to a foreign demand for disclosure.”

In November 2021, these storage and access requirements were repealed and replaced with new provisions allowing a public body to disclose personal information outside of Canada if the disclosure is in accordance with any regulations promulgated under the same statute. The British Columbia government made clear in a press release that the province’s data residency rules were being updated “so public bodies can use modern tools while continuing to protect personal information.” In effect, the province was acknowledging that the old rules were limiting the ability of public bodies, including universities, schools, and hospitals, to operate effectively in a digital world where data has to move across borders. The benefits of the amendments will include wider access to modern technology and tools, including cloud-based education and communication tools based outside of British Columbia. Associate Vice President, Information Technology, and Chief Information Security Officer of the University of British Columbia Jennifer Burns noted that the proposed amendments would “substantially increase the privacy and security of personal data with more robust and resilient services by allowing us to select the most secure and effective solutions.”

Subsequent regulations promulgated under the British Columbia statute and brought into force in late 2021 require the head of a public body to undertake a privacy impact assessment with respect to “each of the public body’s programs, projects and systems in which personal information that is sensitive is disclosed to be stored outside of Canada.” Most recently, on March 4, 2022, the Office of the Information and Privacy Commissioner for British Columbia (OIPC) released guidance on security measures for personal information disclosures outside Canada. Significantly, the guidance includes a requirement that public bodies in British Columbia undertake an assessment of the legal framework in the jurisdiction where personal information is being disclosed or stored. Furthermore, it includes a statement that “[i]t is unlikely a public body would be able to meet its [safeguarding] obligations … when personal information under its control is processed or stored in a jurisdiction that does not respect the rule of law, has no privacy laws, or those laws are inadequate.”

Although the guidance also includes a number of other risk-based factors (discussed below), it is uncertain whether or how these factors interplay with the local law assessment. This case study explores the potential impact of a local law assessment requirement and suggests principled policy reasons that support a narrow application of the OIPC’s guidance on local law assessments and security measures for disclosures outside Canada.

IV. Local Law Assessments: What Are They and What Challenges Do They Create?

1. What is a local law assessment?

A local law assessment (also referred to as a transfer risk assessment or TRA) is an assessment of the laws of the jurisdiction into which the controller intends to transfer data to determine whether an adequate level of protection exists compared to the home jurisdiction. An increasing number of data protection laws limit data transfers to countries that offer similar, or essentially equivalent, protections for personal data. Within the EU, the European Commission (“EC”) is competent under Art. 45 of the GDPR to designate
a third country, a more limited territory, or even just a sector in a third country, as essentially equivalent, allowing for mostly unhindered flows of personal data. Art. 45 GDPR outlines the factors to be taken into account by the EC when conducting an adequacy assessment. Organizations intending to transfer personal data into a country not afforded an adequacy decision by the EC and where no derogation under the law is available for their transfer, must carry out a TRA to identify any risks to the transferred data, including the risk of government access to the data for national security, surveillance, and intelligence purposes, and must consider mitigating measures. These TRAs are essentially small adequacy assessments of individual transfers, and the EDPB has issued extensive guidance on the steps involved in such an assessment. Where the data exporter concludes that a risk is present, supplemental measures can be put in place to mitigate these risks. If no effective mitigating measures to eliminate the risk can be identified as part of the TRA, a transfer may not take place or must be suspended under current EU law.

Another example of these local law assessment requirements in addition to the one in British Columbia is Québec’s Bill 64—An Act to Modernize Legislative Provisions as Regards to the Protection of Information. Under Section 27, the Act requires: “Before releasing personal information outside Québec, a public body must conduct a privacy impact assessment.” This assessment will take into account the sensitivity of the information, the purposes for which it will be used, the protection measures in place, and “the legal framework applicable in the State in which the information would be released.” Section 111 creates the same requirement applicable to a private sector enterprise before “communicating personal information outside Québec.”

It is important to note that while other countries contain restrictions on data transfers to countries without an adequate level of protection, a great majority do not explicitly require a local law assessment that includes consideration of national security, surveillance, and intelligence use of data.

2. What are the online services impacted by local law assessments?

An online service generally refers to any service provided over the Internet. Examples include services that provide email, text, or video conferencing where software and data are hosted or processed by the provider of the service. Online services also refer to services that provide computer infrastructure resources, including computing, storage, and networking, that are available on demand.

Online services have become pervasive in the marketplace. Whereas software solutions were previously licensed primarily for use within a customer’s network infrastructure, most solutions are now delivered online. Online services are often provisioned using computing resources and infrastructure that are located in multiple jurisdictions. Many service providers locate computing infrastructure in multiple locations across national borders to achieve better performance (e.g., reduced latency), reach a broader range of customers, enhance cybersecurity, and mitigate climate, geopolitical, and other risks.

Restricting data flows can create challenges for effective, scalable, and protective delivery of online services. For example, in March 2019, the Institute of International Finance issued a report noting that such restrictions “may increase IT and data complexity; undermine the risk management, cyber security and anti-money laundering practices of financial institutions; as well as reducing access to financial services and markets in some countries.”

Examples of where the ability to use cross-border online services or the ability to process personal data across borders may be required (or strongly preferred) include:
• Enhancing cybersecurity protection,
• Enabling better fraud prevention and detection,
• Undertaking high volume computing with distributed networks, such as that required for natural language processing, cloud computing, or data analytics,
• Creating economies of scale for small businesses operating across borders, and
• Providing 24x7 customer support or remote support.

There are many other benefits of online services processing data outside of a country. Many “commonplace and essential tools and services that inherently, and by default, presume and depend on seamless global cross-border data flows” and the ability to access and process data globally. These include tools for communication—for online education, online gaming, or hosting conferences—and tools for improving collaboration for activities such as humanitarian services or healthcare research. Such benefits are not achievable in the absence of data flows in today’s digital economy.

3. What challenges do local law assessments create in the context of online services?

It is a widely accepted general principle in data protection that protection must follow the data as it traverses national borders and that organizations must put in place accountability measures, including contractual and technical safeguards, for data processed by another entity and in another country. However, local law assessments create some noteworthy challenges in the context of online services. The results can lead to undesirable and unintended consequences for individuals and the public.

The majority of organizations using online services, both in the public and private sectors, are ill-equipped to undertake local law assessments. This is especially true for SMEs and start-ups, as these entities often do not have the required expertise, legal resources, and know-how to conduct such detailed analysis of the adequacy of foreign laws for every data flow they undertake. Yet, a McKinsey survey shows that 80 percent of start-ups are born global, as they use global technology, online services, and service providers, and even have global customers and consumers. Furthermore, due to the global nature of computing infrastructure used to process data in connection with online services, organizations will often need to assess the laws of multiple jurisdictions. This is costly for any organization but can be particularly cost-prohibitive for small businesses. Indeed, organizations that have conducted such local law assessments under EU law consistently attest to the costliness and ultimate unsustainability of this requirement.

Such a requirement to conduct local law assessments, especially including the evaluation of the rules on government access and use of data for national security, surveillance, and intelligence purposes, could decrease the use of online services, thereby increasing cost to business, and could also potentially lead to the following various negative consequences:

• Lower Cybersecurity Protections: Robust cybersecurity often relies on collecting and analyzing data for threat detection and trends throughout an entire ecosystem. For example, TrendMicro has a global database of emerging threats that is continuously updated to help identify suspicious activity or files and prevent cybersecurity incidents. Cross-border data flows also enable a number of features for improved cybersecurity, such as partitioning sensitive datasets across global servers. Organizations that are not able to access cloud-delivered services would not be able to use such a tool, which could create more opportunities for hackers and reduce a layer of protection for business continuity and disaster recovery. If organizations cannot rely on cloud-based or distributed services, they may instead rely on centrally stored datasets that are limited to one jurisdiction and potentially overall less secure.
Hinderance to Business Continuity and Disaster Recovery: Global data flows help enable threat detection, business continuity, and disaster recovery. When either a cybersecurity incident or a natural disaster occurs, online services can help organizations set up continuity services, recover datasets, and reduce overall downtime.

Increased Costs and Decreased Competitiveness: The cost of creating redundant storage and not having access to modern cloud-based data storage solutions can create significant barriers for SMEs and start-ups and reduce access to the global market. The Business Council of Canada has expressed concern about restrictions on international data flows as having the potential to increase costs and reduce important efficiencies in processes, noting that Canadian companies often need to transfer “personal information of customers, employees and suppliers to multiple service providers around the world daily” in order to “take advantage of secure cloud computing and storage, as well as to support basic business processes, such as human resources, legal and shipping.”

Less Efficient Delivery of Digital Government Services: Local law assessment requirements can create additional bureaucracy and less efficiency in delivering essential government services. After the 2004 data localization law passed, the Information Technology Association of Canada noted in the context of British Columbia that the reliance on geographic restrictions “led to more complex and time-consuming procurements, fewer service providers bidding on government business, and increased costs in delivering services to governments,” and “the government is devoting more time and resources to procuring goods and services, while facing increased costs in delivering services to British Columbians.” The recent Covid crisis acutely demonstrated the need for governments to step up their efficiencies in the way they were monitoring and combating the spread of the virus and providing essential services to the public.

Decreased Innovation: New technologies often require access to global data flows. For example, AI applications often rely on access and use of large, diverse, and global stores of data, especially for algorithmic training and to ensure algorithmic fairness, non-bias, and non-discrimination. As the Ontario Chamber of Commerce noted, “This is a big challenge for AI firms in Canada, where a small population often makes it necessary to access foreign data to build robust AI models.” Unlocking the full potential of new technologies requires access to data for collaboration, research, and testing. Again, this need for data sharing was acutely felt during the global Covid pandemic, and data sharing was essential for managing the pandemic and enabling research and development for Covid vaccines.

V. Why a Risk-based Approach to Local Law Assessments Is Critical

TRAs and other ex-ante transfer requirements are grounded in the important goal of protecting individual privacy and data protection, which have long traditions in many jurisdictions and are recognized as fundamental rights in some of them. It is therefore important to consider ways to offer robust and demonstrable protections for privacy and cybersecurity without removing the many benefits offered by processing and sharing data across jurisdictional lines. A risk-based approach to local law assessment requirements can achieve this goal and alleviate some of the substantial and unsustainable burdens otherwise associated with local law assessments.
A risk-based model for data protection acknowledges that privacy and data protection, while important fundamental human rights, must be safeguarded consistent with other rights and interests. This is the approach of other jurisdictions as well, and it has long been a hallmark of Canadian and British Columbian data protection law. The provincial Supreme Court of British Columbia emphasized that privacy is not an absolute right but is rather subject to a reasonableness test. Canadian data protection laws require organizations to deploy safeguards to protect personal information against unauthorized access, use, or disclosure, but the nature of these safeguards will depend on the amount and sensitivity of the information, the method of storage, and other risk factors.

Furthermore, by assessing the likelihood and severity of harms, risk-based local law assessments help governments and organizations identify mitigation strategies and ultimately reach an outcome that maximizes potential benefits while reducing the risk of harm. A risk-based approach does not alter rights or obligations, but rather helps organizations comply with privacy requirements, prioritize actions, raise awareness about risks, and identify appropriate mitigation measures. The goal of such a risk management process—like all of effective data protection—is to provide for proportional responses that reduce the risk as fully as is practicable so as to assure legitimate benefits and identify mitigation strategies for any residual risks. A risk-based approach to local law assessments avoids preventing data transfers where the likely risks are low and/or are outweighed by the benefits.

VI. Implementing a Risk-based Approach in Practice

It is critical that policymakers and data protection authorities adopt a risk-based approach to any requirement for local law assessments rather than a strict rule that applies regardless of the specific circumstances. This is especially critical with respect to any requirements for an assessment to include an evaluation of the country’s government access and use of data for national security, surveillance, and intelligence. It is well documented and evidenced by transparency reporting of many technology companies that such access to data is limited to specific services and sectors (communications, finance) and does not affect a great majority of everyday common types of personal data and transfers. Although local law assessments may theoretically have a role to play in managing privacy risks, they may not be necessary in all circumstances. A risk-based approach to local law assessments can achieve the dual goals of ensuring robust data protection while also enabling the benefits of cross-border data flows. To implement a risk-based approach to local law assessment requirements, there are two important considerations for policymakers:

1. A local law assessment should be only one of many potential factors considered when transferring information outside of a jurisdiction (see below); and

2. A local law assessment should not be required in instances where the security and privacy controls applied to the data sufficiently mitigate the potential risks of unauthorized access presented by local law, or where the transferred data are historically and demonstrably of little interest to foreign governments. (See below.)

Finally, it is important to clarify that a local law assessment is not designed to only enable cross-border transfer where there is no risk whatsoever; rather it is designed to identify material risks that must be addressed and mitigated as much as possible and in proportion to the expected economic and societal benefits. That clarification would substantially contribute to improving local law assessments.
VII. Applying a Risk-based Approach in British Columbia

1. Consideration of additional risk factors (other than local law of a third country)

Local law should only be one of many factors for exporting organizations to consider when transferring information outside of a jurisdiction. The Office of the Information and Privacy Commissioner of British Columbia’s guidance on reasonable security measures for personal information disclosures outside Canada (“OIPC Guidance”) already acknowledges that additional factors can play a role. The guidance specifically notes, “Other factors that should be assessed, depending on the circumstances, include:

- the sensitivity of the personal information in question (e.g., personal health information is much more sensitive than contact information);
- the volume of the personal information in question;
- the foreseeability of an unauthorized collection, use, disclosure, or storage of personal information;
- the impact to individuals of an unauthorized collection, use, disclosure, or storage of their personal information;
- whether the personal information is stored by a service provider; and
- whether a reasonable alternative is available within Canada.”

In CIPL’s response paper to the EU Court decision on essential equivalence requirements for data flows to third countries, we also noted a number of similar and additional factors that organizations already take into account as a matter of accountability.

Finally, it is also important to consider the benefits of transferring data across borders and the impact of not realizing such benefits, and whether there are other means of protecting data and mitigating any risks from local laws. Moreover, some of the other risk factors in the above list, such as the “foreseeability of an unauthorized collection, use, disclosure, or storage of personal information” may obviate the need for a local law assessment altogether. Thus, for example, where an organization can demonstrate for certain types of data a very low historical risk of inappropriate government access in a foreign jurisdiction or other inappropriate access, disclosure, or use, the organization should not have to undertake a formal local law assessment at all.

2. Consideration of additional safeguards and controls

These factors—particularly the sensitivity of the information, the foreseeability of an unauthorized collection, use, disclosure, or storage of personal information, and the potential harm caused by unauthorized disclosure—are considerably important not only when assessing local laws, but generally when the organization is considering the parameters for safeguards to protect the relevant data. The OIPC Guidance also acknowledges the privacy-protective benefits of administrative, technical, or contractual controls, noting that public bodies should deploy such controls and “be prepared to demonstrate reasonable security controls in line with industry standards such as ISO 27002, ISO 27017, or the NIST Cybersecurity Framework.” However, the Guidance recommends local law assessments regardless of technical or other safeguards in place.

In some cases, a risk-based analysis may demonstrate that the risks are sufficiently mitigated by technical, organizational, and contractual controls that an organization has in place. When data is already substantially protected by such measures, a local law assessment should not be required. These controls
may include, for example, using encryption in transit, obtaining certifications to international standards such as ISO/IED 27001/27018, using pseudonymization for sensitive data, and other technical and contractual measures.52

3. PIPEDA’s and the OECD’s accountability-based approach to data flows

One model for data flows that may be helpful is the OECD’s outline of basic principles for the free flow of data and legitimate restrictions. The first of these is that a “data controller remains accountable for personal data under its control without regard to the location of the data.”53 Indeed, this is Canada’s approach to data transfers under its Personal Information Protection and Electronic Documents Act (PIPEDA).54 Under the 2009 Guidelines for Processing Personal Data Across Borders,55 organizations that transfer personal data from Canada to a service provider in another jurisdiction must ensure through contractual or other means that the data continues to be protected at a level that is comparable to the level at which it would be protected should it remain within the organization. Under this model, individual organizations are held accountable for what happens to the personal data they transfer and must ensure that their service providers deliver adequate protection regardless of where they are located. The other relevant OECD principles highlight the importance of considering sufficient safeguards, including enforcement mechanisms and measures put in place by the data controller, as well as accounting for the sensitivity of the data and the purpose and context of the processing.56

Following a similar risk-based accountability approach would enable the benefits and efficiencies of online services while also being highly protective of data. The issue is not a choice between the benefits of online and cloud-based services or robust privacy protections—it is how to enable the flourishing of both.

VIII. What Lessons Can We Take from This Case Study?

This case study demonstrates how deploying a risk-based model can foster good data protection practices by encouraging enhanced privacy and security standards without being too prescriptive or prohibitive. Policies and regulations can allow for greater free flows of data in the context of historically low-risk transfers, or when organizations have made privacy-protective decisions and have certain technical, physical, or administrative measures in place. This allows organizations to utilize resources more effectively to protect privacy and security while also allowing individuals and organizations to benefit from the numerous significant advantages offered by cross-border data flows. Widespread adoption of this risk-based approach would also help achieve the global interoperability of data flows, further unlocking the sustained economic and societal benefits offered by modern technologies and online services.

---
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